Q1.

Ans. - To properly analyse a patient, we need data that is continuous without gaps. This requires continuous monitoring of the patient using a remote monitoring device. One of the biggest challenges when it comes to continuous monitoring is power consumption and connectivity. Effective power management is required to optimise power usage so as to run the device as long as possible and also as effectively as possible. This requires scheduling the device/sensors sleep cycle so that the data collected is not excessive but necessary. Suitable connection is required to establish a link between the device and the gateway so that the data collected reaches the proper destination. Based on the data, factors such as size and distance, determine the type of connection to be used.

* The next step is to store the data collected. Some sensors transmit data that is not entirely useful. That is only part of the data is actually crucial and will be used to analyse the patient’s health. To analyse and filter only the crucial information we require processing. This processing can be done on-device or off the device based on the size and complexity of the data. It is usually advised to process big data before transmitting it as it not only saves space but also energy and time. But sometimes, to process complex data, high computing is required, in such a case, processing after transmission is the viable option.
* Following storage is analysis and action, based on the collected data, after analysis, certain actions have to implemented. This may involve ML techniques where a computer decides the next course of action. To recommend the best action, the trained model should be efficient. To achieve this efficiency, proper model construction and data is required. This means that data quality and data size is important, based on which the model is trained. A well-trained model may possibly intervene an emergency situation by suggesting a precautionary measure that puts the patient out of risk.
* Measuring the effect of the suggested action/treatment would be the next step. This again involves steps 1 to 3, and the whole process is either repeated or a new course of action is suggested to the patient based on the data collected.
* To ensure complete treatment, the patient should be made to visit the hospital in correct intervals. No matter how well the model is trained, it certainly has its limitations and a physical doctor is essential in all situations. Planning and scheduling these visits based on patient health can ease the hospitals patient traffic. This involves proper staff and patient scheduling so that all patient demands are met in a timely fashion. This also involves analysing patient’s data and based on the analysis, suggesting a particular day for hospital visit with a particular hospital staff. This will minimise the patient pooling in ER and will help the staff’s serve patients that actually require the care emergently.

Q2.

Ans.

Security – When a user completes a survey promoted by an organisation with offers, the data collected is often very personal. We unintentionally feed our preferences with the short sight of receiving offers that are very minor when compared to the profit a company will benefit out of the data that we shared. Companies such as Facebook and Google often conduct surveys in the name of “Personalising your profile and showing tailored suggestions”. This user data may be crucial when it comes to certain shopping algorithms. This data should be within the organisation and should only be shared to other organisations with the user’s consent.

Selling user data – User data is very expensive, sensitive and legally, only data that is required should only be collected. Collecting data that is not required is a serious offense as companies/organisation that do, often sell this data to other organisations that require it to profit from them. This puts the user at risk, as the user’s personal information such as email will be widely circulated to multiple companies and the inbox will be bombarded with ads and promotions that user did not want in the first place. For example, recently, Temu, an online shopping website, misused user’s credit card information. One of the biggest and profitable market in the internet is selling personal data. This enables big corporations to build their ads tailored to certain users based on their personal information.

Q3.

Ans.

Things:

1. Temperature Sensor
2. Blood pressure Sensor
3. Oximeter Sensor
4. IOT – Edge device – ESP Node MCU or ESP 32 or Arduino with GSM/Wi-Fi module

Cloud Gateway (MQQT, AWS, Azure or ThingSpeak etc.)

Insights:

1. Cold path storage – Database/Cloud Servers.
2. Warm path Storage and Stream Processing – Cloud based analytics through Machine learning (SAAS)
3. UI and Reporting tools – Power Bi, Tableau, Mobile applications with a dashboard built through Power Bi or Tableau.

Action:

1. Machine learning – Azure IOT CRM with machine learning.
2. Business Integration to UI and Reporting tools through Azure or AWS CRM.
3. User management - Mobile and Web applications or Portals.